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บทนํา 

 

 ในปจจุบันมีการนําเทคโนโลยีมาชวยในการรับ-สงขอมูลทาง อิเล็กทรอนิกส แทนการรับ-สงขอมูลดวยกระดาษ

เพ่ิมข้ึนอยางตอเน่ือง เน่ืองจากชวยลดตนทุนและสามารถบริหารจัดการไดงาย แตก็ยังมีความกังวลในเรื่องของความปลอดภัย

ในการรับ-สงขอมูล ดังนั้นจึงมีการนําใบรับรองอิเล็กทรอกนิกสมาประยุกตใช เพื่อชวยในการรักษาความปลอดภัย ทําให

ผูใชงานมั่นใจไดวาการรับ-สงขอมูลทางอิเล็กทรอนิกสน้ัน มีความนาเช่ือถือ 

เมื ่อผู ใชงานรองขอใบรับรองอิเล็กทรอนิกสจาก TDID CA ที ่เปนผู ใหบริการออกใบรับรองอิเล็กทรอนิกส 

(Certification Authority - CA) ของประเทศไทย ผูใชงานตองยื่นเอกสารใบคําขอใบรับรองฯพรอมหลักฐานประกอบการ

พิจารณาตอหนวยงานรับลงทะเบียน (Registration Authority - RA) ที่เชื่อมโยงกับ TDID CA เพื่อตรวจสอบตัวตน กอนท่ี 

TDID CA จะออกใบรับรองฯสําหรับยืนยันตัวตนใหผูใชงานตอไป ดังนั้น บริษัท ไทยดิจิทัล ไอดี จํากัด จึงไดพัฒนาโปรแกรม

สําหรับชวยดาวนโหลดใบรับรองอิเล็กทรอนิกส ขึ้นใหบริการผานทางอินเทอรเนต โดยนําเทคโนโลยีสารสนเทศ (IT) มา

ประยุกตใช เพ่ือชวยลดข้ันตอนและอํานวยความสะดวกในการทํางานใหแกผูใชงานมากยิ่งข้ึน 

 เพื ่อใหการดาวนโหลดใบรับรองอิเล็กทรอนิกสเปนไปอยางมีประสิทธิภาพ บริษัทฯจึงไดจัดทําคูมือฉบับนี้ข้ึน  

เพ่ือนําเสนอและอธิบายข้ันตอนการทํางานท้ังหมดของระบบฯไวอยางละเอียด เริ่มตั้งแตการสรางคูกุญแจ (Public - Private 

Key) ของผู ใชงาน ตลอดไปจนถึงการดาวนโหลดใบรับรองอิเล็กทรอนิกส สอดคลองตามวงจรการใชงานใบรับรอง

อิเล็กทรอนิกสอยางสมบูรณ 
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1. ขั้นตอนการขอใบรับรองอิเล็กทรอนิกส 

       การขอใบรับรองอิเล็กทรอนิกสจาก TDID CA ประกอบดวย 2 ข้ันตอนหลักดังน้ี คือ 

1.1. การสรางใบคําขอใบรับรองอิเล็กทรอนิกส ดวยการกรอกขอมูลตางๆ ของผูใชเขาสูระบบสรางใบคําขอดําเนินการ 

ซึ่งเปน Web Application ท่ีมีช่ือวา "ระบบ Application System for Certificate Handling - ASCH" เพ่ือสราง

ใบคําขอใบรับรองอิเล็กทรอนิกส (Registration) นอกจากน้ีระบบดังกลาว ยังสามารถใชสรางใบคําขอดําเนินการ

อ่ืนๆท่ีเก่ียวกับใบรับรองฯ ไดดวย เชน ใบคําขอพักใชใบรับรองอิเล็กทรอนิกสช่ัวคราว (Suspension) ใบคําขอยุติ

การพักใชใบรับรองอิเล็กทรอนิกส (Unsuspension) และใบคําขอยกเลิกใบรับรองอิเล็กทรอนิกส (Revocation)  

(ทั้งนี้เมื่อผูใชสงใบคําขอใบรับรองอิเล็กทรอนิกสพรอมเอกสารหลักฐานประกอบมาที่หนวยงานรับลงทะเบียนของ 

TDID CA แลว หากเอกสารครบถวนถ ูกต องและผ านการพิจารณาอนุม ัต ิ บร ิษ ัทจะจัดส งรห ัสอน ุม ัติ 

(Authorization Code) ถึงผูใชทางอีเมล เพ่ือนํามาใชรับใบรับรองฯในข้ันตอนท่ี 2 ตอไป) 

1.2. การดาวนโหลดใบรับรองฯ เพ่ือนําไปใชงาน แบงเปน 2 ข้ันตอน ดังน้ี 

• หลังจากที่ผู ใชไดรับรหัสอนุมัติ (Authorization Code) จากอีเมลบริษัทฯ แลว ผู ใชสามารถดาวนโหลด

โปรแกรม TDID Keysuite เพ่ือสรางคูกุญแจและบันทึกใบรับรองฯ นํากลับไปใชงานตามความตองการ 

• ผู ใชสามารถนํารหัสอนุม ัต ิด ังกลาวมาใชล ็อกอินเขาสู ระบบออกใบรับรองอิเล ็กทรอนิกส ซึ ่งเปน  

Web Application ที ่ม ีช ื ่อว า "ระบบ Web Certificate Enrollment - WCE"  เพ ื ่อออกใบร ับรอง

อิเล็กทรกนิกส  

ซึ ่ง Web Application ทั ้ง 2 ระบบดังกลาว พรอมใชงานอยูบนหนาเว็บไซต www.thaidigitalid.com โดยมี

รายละเอียดวิธีการใชงาน ตามท่ีไดแสดงไวในคูมือการใชงานท่ีเก่ียวของเรียบรอยแลว 
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2. ความตองการพ้ืนฐานทางดาน Hardware และ Software 

2.1 ความตองการทางดาน Hardware 

เพ่ือใหการใชงานระบบ WCE เปนไปอยางมีประสิทธิภาพ ผูใชงานจะตองเตรียมความพรอมของ Hardware ท่ีใช โดยมี

รายละเอียดของความตองการข้ันตํ่าทางดาน Hardware ดังตารางดานลางน้ี 

Specification Detail 

Operating System Windows 10 ข้ึนไป 

CPU Intel CORE i5 

Main memory 4 GB+ 

Hard disk capacity 256 GB+ 

USB Port Available 

Network connectivity Enabled 

 

2.2 ความตองการทางดาน Software (กรณีใชงาน e-Token) 

เพ่ือใหการใชงานระบบ WCE เปนไปอยางมีประสิทธิภาพ ผูใชงานจะตองเตรยีมความพรอมของ Software  

ท่ีใช โดยจะตองติดตั้ง Software ท่ีจําเปนสําหรับการใชงานระบบ โดย Software ท่ีตองติดตั้งดังน้ี 

2.2.1 โปรแกรม SafeNet Authentication Client Version 10  
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3. การใช งานโปรแกรม TDID Keysuite และระบบออกใบร ับรองอ ิ เล ็กทรอนิกส  (ระบบ Web Certificate 

Enrollment - WCE) 

3.1 กรณีดาวนโหลดใบรับรองฯ เปนไฟล (PKCS12) 

3.1.1. เมื่อไดรับอีเมลรหัสอนุมัติแลวใหดาวนโหลดโปรแกรม TDID Keysuite โดยเลือกโปรแกรมใหเหมาะสม  

ตามรุนของ Windows ท่ีเครื่องคอมพิวเตอรโดย เลือก “TDID KeySuite for Windows 32-bit”  หรือ 

เลือก “TDID KeySuite for Windows 64-bit” 

 

 

 

 

3.1.2. หลังจากดาวนโหลดโปรแกรม TDID Keysuite ลงเครื่องคอมพิวเตอรเรียบรอยแลว ให unzip ไฟลกอน

แลวเปดโปรแกรมดวยการดับเบ้ิลคลิกท่ี “TDID KeySuite.exe” หนาจอจะปรากฏ ดังรูป 

 

 

3.1.3. ใส Application ID ท่ีไดจากอีเมลรับรหสัอนุมัตลิงในชอง “หมายเลขใบคําขอ (Application ID)” แลวกด

ปุม “Login” 
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3.1.4. หลังจาก Login เขาโปรแกรม TDID KeySuite ดวยหมายเลขใบคําขอใบรับรองอิเล็กทรอนิกสแลว 

โปรแกรมจะปรากฏ ดังรูป 

 

 

 

3.1.5. กดปุมเมนู 1 สรางคูกุญแจในอุปกรณและไฟล CSR โปรแกรมจะให save ไฟลกุญแจสวนตัวและไฟล CSR 

โดยผูใชงานสามารถเลือก path สําหรับเก็บไฟล CSR ไดตามตองการ แลวกดปุม “choose” 
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3.1.6. เมื ่อ save ไฟล CSR เสร็จเรียบรอย หนาจอจะแสดง pop-up แจงใหดําเนินการในขั้นตอนที่ 2 ของ

โปรแกรม TDID Keysuite ตอไป 

 

 

 

 

 

 

 

 

 

 

 

 

3.1.7. ผูใชงานสามารถตรวจสอบไฟลกุญแจสวนตัว (.key) และไฟล CSR ไดจาก path ท่ี save ไวในขอ 3.1.5 
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3.1.8. หลังจากนั้น กดปุมเมนู 2 “รับไฟลใบรับรองอิเล็กทรอนิกส” เพื ่อเขาสู เว็บไซตรับใบรับรองฯ (Web 

Certificate Enrollment) โดย Login ดวยหมายเลขใบคําขอใบรับรองฯ และรหัสอนุมัติจากอีเมลท่ีไดรับ 

 

 

 

 

 

 

 

 

 

 

 

3.1.9. จากน้ันปอนไฟล CSR ท่ีไดจากข้ันตอนท่ี 1 และกดปุม “Issue Certificate” เพ่ือใหระบบออกใบรบัรองฯ 
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3.1.10. หลังจากระบบทําการออกใบรับรองฯ เรียบรอยแลว ใหผูใชงานกดปุม “Download Certificate” เพ่ือ

บันทึก (Save) ไฟลใบรับรองฯ ของทาน (ไฟลนามสกุล .crt) ลงบนเครื่องคอมพิวเตอร เก็บไว เพื่อใชใน

ข้ันตอนท่ี 3 ตอไป (ใบรับรองฯ จะเริ่มนับอายุจากเวลาท่ีทานดําเนินการตามข้ันตอนท่ี 2 เสร็จสิ้น) 

 

 

 

3.1.11. เมื่อเก็บใบรับรองฯ ลงเครื่องคอมพิวเตอรเรียบรอยแลว กดปุมเมนู 3 สรางไฟล PKCS12 เพื่อปอนไฟล

กุญแจสวนตัว (ไฟลนามสกุล .key) ที่ไดจากขั้นตอนที่ 1 และไฟลใบรับรองฯ (ไฟลนามสกุล .crt) ที่ไดจาก

ข้ันตอนท่ี 2 โดยการกดปุม “Browse” หลังจากน้ันกดปุม “ถัดไป” เพ่ือสรางไฟลใบรับรองฯ PKCS12 
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3.1.12. จากนั้นโปรแกรมจะใหผู ใชงานตั้งรหัสไฟล PKCS12 โดยรหัสจะตองประกอบไปดวย ตัวอักษรตัวเล็ก 

ตัวอักษรตัวใหญ และตัวเลข จํานวนตั้งแต 4-15 อักขระ แลวกดปุม “ติดตั้งใบรับรองฯ” 

 

 

 

 

 

 

 

 

3.1.13. โปรแกรมจะให save ไฟลใบรับรองฯ PKCS12 โดยผูใชงานสามารถเลือก path สําหรับเก็บไฟลใบรับรองฯ 

PKCS12 ไดตามตองการ แลวกดปุม “choose” 

 

 

 

 

 

 

3.1.14. หนาจอแสดง pop up แจงการสรางไฟลใบรับรองฯ PKCS12 เสร็จสมบูรณ 
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3.1.15. ผูใชงานสามารถตรวจสอบไฟลใบรับรองฯ PKCS12 ไดจาก path ที่ผูใชงานเก็บไฟลใบรับรองฯ PKCS12 

ไดจากขอ 3.1.13 ซึ่งจะเห็นวามีไฟลใบรับรองฯ นามสกุล .p12 เพ่ิมข้ึนมา 
 

 

 

 

 

3.1.16. หลังจากบริษัทฯ ออกใบรับรองฯ ใหผูขอใบรับรองฯ เรียบรอยแลว ระบบจะแจงสถานะใบรับรองฯ ใหกับ

ผูขอใบรับรองฯ ทางอีเมล ดังรูป 
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3.2 กรณีดาวนโหลดใบรับรองฯ ใสใน eToken (PKCS11) 

3.2.1. เมื่อไดรับอีเมลรหัสอนุมัติแลวใหดาวนโหลดโปรแกรม TDID Keysuite โดยเลือกโปรแกรมใหเหมาะสม  

ตามรุนของ Windows ท่ีเครื่องคอมพิวเตอรโดย เลือก “TDID KeySuite for Windows 32-bit”  หรือ 

เลือก “TDID KeySuite for Windows 64-bit” 

 
 

 

3.2.2. หลังจากดาวนโหลดโปรแกรม TDID Keysuite ลงเครื่องคอมพิวเตอรเรยีบรอยแลว ให unzip ไฟลกอนแลว 

เปดโปรแกรมดวยการดับเบ้ิลคลิกท่ี “TDID KeySuite.exe” หนาจอจะปรากฏ ดังรูป 

 

 

 

 

 

 

 

3.2.3. ใส Application ID ท่ีไดจากอีเมลรับรหสัอนุมัตลิงในชอง “หมายเลขใบคําขอ (Application ID)” แลวกด

ปุม “Login”  
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3.2.4 หลังจาก Login เขาโปรแกรม TDID KeySuite ดวยหมายเลขใบคําขอใบรับรองอิเล็กทรอนิกสแลว โปรแกรม

จะปรากฏ ดังรูป 

 

 

 

3.2.5. กดปุมเมนู 1 สรางคูกุญแจในอุปกรณและไฟล CSR โปรแกรมจะคนหาไดรเวอร eToken หากพบไดรเวอร 

โปรแกรมจะใหกดปุม “ถัดไป” 
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หากโปรแกรมไมพบไดรเวอรจะใหระบุไดรเวอร eToken โดยกดปุม “กรุณาระบุไดรเวอรอุปกรณ” แลวไปยัง path  

C:\Windows\System32\ eTPKCS11.dll ซึ่งเปนไดรเวอร ของ eToken  

 

 

 

 

 

 

  

 

3.2.6. เลือก eToken ท่ีตองการเก็บใบรับรองฯ โดยเลือกจากช่ือ eToken ท่ีตั้ง และใสรหัส eToken แลวกดปุม  

“สรางคูกุญแจและไฟล CSR” 

 

 

 

 

 

 

 

โปรแกรมจะทําการสรางคูกุญแจลงใน eToken และไฟล CSR 
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3.2.7. หลังจากน้ันโปรแกรมจะให save ไฟล CSR โดยผูใชงานสามารถเลือก path สําหรับเก็บไฟล CSR ไดตาม

ตองการ แลวกดปุม “choose” 

 

 

 

 

 

 

 

 

 

3.2.8. เมื่อ save ไฟล CSR เสร็จเรียบรอย หนาจอจะแสดง pop-up แจงใหดําเนินการในข้ันตอนท่ี 2 ของ

โปรแกรม TDID Keysuite ตอไป 
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3.2.9. หลังจากน้ัน กดปุมเมนู 2 “รับไฟลใบรับรองอิเล็กทรอนิกส” เพ่ือเขาสูเว็บไซตรับใบรับรองฯ  

( Web Certificate Enrollment)โดย Login ดวยหมายเลขใบคําขอใบรับรองฯ และรหสัอนุมัติจากอีเมลท่ี

ไดรับ 

 

 

3.2.10. จากน้ันปอนไฟล CSR ท่ีไดจากข้ันตอนท่ี 1 และกดปุม “Issue Certificate” เพ่ือใหระบบออกใบรับรองฯ 
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3.2.11. หลังจากระบบทําการออกใบรับรองฯ เร ียบรอยแลว ใหผ ู ใชงานกดปุ ม “Download Certificate”  

เพื ่อบันทึก (Save) ไฟลใบรับรองฯ ขอผูใชงาน (ไฟลนามสกุล .crt) ลงบนเครื ่องคอมพิวเตอร เก็บไว  

เพื ่อใชในขั ้นตอนที่ 3 ตอไป (ใบรับรองฯ จะเริ ่มนับอายุจากเวลาที่ทานดําเนินการตามขั้นตอนที่ 2  

เสร็จสิ้น) 

 

 

 

 

3.2.12. เมื่อเก็บใบรับรองฯ ลงเครื่องคอมพิวเตอรเรียบรอยแลว กดปุมเมนู 3 ติดตั้งใบรับรองฯ ลงในอุปกรณ  

เพื่อปอนไฟลใบรับรองฯ (ไฟลนามสกุล .crt) ที่ไดจากขั้นตอนที่ 2 โดยการกดปุม “Browse” หลังจากน้ัน

กดปุม “ถัดไป” เพ่ือจัดเก็บใบรับรองฯ ลงใน eToken 

 

 

 

 

 

 

 



คูม่ือการดาวนโ์หลดใบรบัรองอิเลก็ทรอนิกส ์  Page 19 of 20 

3.2.13. โปรแกรมจะคนหาไดรเวอร eToken อีกครั้ง เพ่ือท่ีจะนําใบรับรองฯ ใสใน eToken 

 

 

 

 

 

 

 

3.2.14. เลือก eToken ท่ีตองการเก็บใบรับรองฯ โดยเลือกจากช่ือ eToken ท่ีตั้ง และใสรหสั eToken แลวกดปุม 

“ติดตั้งใบรับรองฯ” 

 

 

 

 

 

 

 

หนาจอแสดง pop up แจงการตดิตั้งใบรับรองฯ ลงใน eToken เสร็จสมบูรณ 
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3.2.15. หลังติดตั้งใบรับรองฯ ลงใน eToken เรียบรอยแลว ผูใชงานสามารถตรวจสอบใบรับรองฯ ใน eToken  

ไดจากโปรแกรม Safenet Authentication Client Tools 

 

 

 

 

 

 

 

 

 

3.2.16. หลังจากบริษัทฯ ออกใบรับรองฯ ใหผูขอใบรับรองฯ เรียบรอยแลว ระบบจะแจงสถานะใบรับรองฯ ใหกับผู

ขอใบรับรองฯ ทางอีเมล ดังรูป 
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